SQL injection is really, really, dangerous. When you comment out the code at the end of a query with a hashtag, you can do whatever you want. A dude who was arrested for committing crime via rigged debit cards was low-key hired by the government to do the sniffing out of other criminals. He appeared to be doing the right thing, but actually stole about 160 million debit and credit card numbers.

SQL injection can be prevented through the use of sanitization (replaces ‘ with “) and validation (throws an error on special characters).